Defense Nuclear Fac. Safety Board

§ 1705.01 Scope.

This part contains the Board’s regulations implementing the Privacy Act of 1974, Public Law 93–579, 5 U.S.C. 552a.

§ 1704.8 Transcripts, recordings, or minutes of closed meetings.

Along with the General Counsel’s certification and presiding officer’s statement referred to in §1704.5(d), the Board shall maintain a complete transcript or electronic recording adequate to record fully the proceedings of each meeting, or a portion thereof, closed to the public. The Board may maintain a set of minutes in lieu of such transcript or recording for meetings closed pursuant to §1704.4(1). Such minutes shall fully and clearly describe all matters discussed and shall provide a full and accurate summary of any actions taken, and the reasons therefor, including a description of each of the views expressed on any item and the record of any rollcall vote.

§ 1704.9 Availability and retention of transcripts, recordings, and minutes of closed meetings.

The Board shall make promptly available to the public in the Public Reading Room the transcript, electronic recording, or minutes of the discussion of any item on the agenda or of any testimony received at a closed meeting, except for such item, or items, of discussion or testimony as determined by the Board to contain matters which may be withheld under the exemptive provisions of §1704.4. Copies of the nonexempt portions of the transcript, or minutes, or transcription of such recordings disclosing the identity of each speaker, shall be furnished to any person at the actual cost of transcription or duplication. If at some later time the Board determines that there is no further justification for withholding a portion of a transcript, electronic recording, or minutes or other item of information from the public which has previously been withheld, such portion or information shall be made publicly available. The Board shall maintain a complete verbatim copy of the transcript, a complete copy of the minutes, or a complete electronic recording of each meeting, or a portion thereof, closed to the public for at least two years after such meeting, or until one year after the conclusion of any Board proceeding with respect to which the meeting, or a portion thereof, was held, whichever occurs later.

§ 1704.10 Severability.

If any provision of this part or the application of such provision to any person or circumstances, is held invalid, the remainder of this part or the application of such provision to persons or circumstances other than those as to which it is held invalid, shall not be affected thereby.
§ 1705.02 Definitions.

The following terms used in these regulations are defined in the Privacy Act, 5 U.S.C. 552a(a): agency, individual, maintain, record, system of records, statistical record, and routine use. The Board’s use of these terms conforms with the statutory definitions. References in this part to “the Act” refer to the Privacy Act of 1974.

§ 1705.03 Systems of records notification.

(a) Public notice. The Board has published in the Federal Register its systems of records. The Office of the Federal Register biennially compiles and publishes all systems of records maintained by all Federal agencies, including the Board.

(b) Requests regarding record systems. Any person who wishes to know whether a system of records contains a record pertaining to him or her may file a request in person or in writing. Written requests should be directed to: Privacy Act Officer, Defense Nuclear Facilities Safety Board, 625 Indiana Avenue, NW., Suite 700, Washington, DC 20004. Telephone requests should be made by calling the Board at 202–208–6400, and asking to speak to the Privacy Act Officer.

§ 1705.04 Requests by persons for access to their own records.

(a) Requests in writing. A person may request access to his or her own records in writing by addressing a letter to: Privacy Act Officer, Defense Nuclear Facilities Safety Board, 625 Indiana Avenue, NW., Suite 700, Washington, DC 20004. The request should contain the following information:

(1) Full name, address, and telephone number of requester,

(2) Proof of identification, which should be a copy of one of the following: Valid driver’s license, valid passport, or other current identification which contains both an address and picture of the requester,

(3) The system of records in which the desired information is contained, and

(4) At the requester’s option, authorization for copying expenses (see § 1705.10 below).

(b) Requests in person. Any person may examine his or her own records on the Board’s premises. To do so, the person should call the Board’s offices at 202–208–6400 and ask to speak to the Privacy Act Officer. This call should be made at least two weeks prior to the time the requester would like to see the records. During this call, the requester should be prepared to provide the same information as that listed in paragraph (a) of this section, except for proof of identification.

§ 1705.05 Processing of requests.

(a) Requests in writing. The Privacy Act Officer will acknowledge receipt of the request within five working days of its receipt in the Board’s offices. The acknowledgment will advise the requester if any additional information is needed to process the request. Within fifteen working days of receipt of the request, the Privacy Act Officer will provide the requested information or will explain to the requester why additional time is needed for response.

(b) Requests in person. Following the initial call from the requester, the Privacy Act Officer will determine (1) whether the records identified by the requester exist, and (2) whether they are subject to any exemption under § 1705.11 below. If the records exist and are not subject to exemption, the Privacy Act Officer will call the requester and arrange an appointment at a mutually agreeable time when the records can be examined. The requester may be accompanied by one person of his or her own choosing, and should state during this call whether or not a second individual will be present at the appointment. At the appointment, the requester will be asked to present identification as stated in § 1705.04(a)(2).

(c) Excluded information. If a request is received for information compiled in reasonable anticipation of litigation, the Privacy Act Officer will inform the requester that this information is not subject to release under the Privacy Act (see 5 U.S.C. 552a(d)(5)).

§ 1705.06 Appeals from access denials.

When access to records has been denied by the Privacy Act Officer, the requester may file an appeal in writing. This appeal should be directed to The
Chairman, Defense Nuclear Facilities Safety Board, 625 Indiana Avenue NW., suite 700, Washington, DC 20004. The appeal letter must (a) specify those denied records which are still sought, and (b) state why the denial by the Privacy Act Officer is erroneous. The Chairman or his designee will respond to such appeals within twenty working days after the appeal letter has been received in the Board’s offices. The appeal determination will explain the basis for continuing to deny access to any requested records.

§ 1705.11 Exemptions.

Pursuant to 5 U.S.C. 552a(k), the Board has determined that system of records DNFSB–3, “Drug Testing Program Records,” is partially exempt from 5 U.S.C. 552(a)(c)(3), (d), (e)(1), (e)(4)(G), (H), (I), and (f). The exemption pertains to portions of these records which would identify persons supplying information on drug abuse by Board employees or contractors.